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PART 1
SAMPLE FACT PATTERN 
The fact pattern below has been developed to encourage discussion of how industry or regulatory bodies can affect information technology transactions.  At each stage in the fact pattern set out below, we would like to consider the standards, guidelines, rules and regulations established by different industry and regulatory bodies that might influence the decisions, actions or operations of the parties, that may be referred to in the legal documents or that may impact the parties’ present or future liabilities.

I. INTRODUCTION

IdeaCo is a Canadian software development company listed on the TSX.  IdeaCo has developed an algorithm to be used in processing credit card transactions.  The algorithm incorporates special fraud detection capabilities based on analyzing card holder transaction data to identify anomalies among transactions.  IdeaCo’s business plan involves:

(i) incorporating the algorithm into a new application that, once integrated with IdeaCo’s existing Identity Management System, will be marketed as CCFD (for Credit Card Fraud Detection);

(ii) contracting with a hosting service provider to host the application; and

(iii) when CCFD has been installed at the hosting service provider’s premises, marketing its credit card processing services using CCFD to financial institutions initially in Canada but subsequently in the United States and Europe.

II. APPLICATION DEVELOPMENT
IdeaCo recognizes that the development of CCFD, i.e. incorporating the algorithm into a new application that will be integrated with IdeaCo’s Identity Management System, represents a significant project:  IdeaCo has retained a consultant (“Consultant”) who estimates that it will require a project team of 40 persons twelve months to design, develop, integrate and complete the testing of CCFD.  The Consultant has recommended that, instead of attempting to complete the CCFD Project itself, IdeaCo issue an RFP for software development and integration services to select the right partner for the CCFD Project and that, in light of the size of the project, IdeaCo allow software developers from outside Canada to bid or to allow some of the development to be done off shore. 

The Board of Directors of IdeaCo is interested in moving ahead with issuance of the RFP for the CCFD Project.  However the Board is cautious because both of the last two large application development projects undertaken by IdeaCo were significantly behind schedule and over-budget.  Moreover, the delays and cost overruns on these projects came as a surprise to the Board.  IdeaCo did not achieve the revenue and earnings projections that it had provided to the market as a result of these delays and cost overruns, the Board was severely embarrassed and securities analysts were speculating about whether the company was properly managed.  Therefore, the Board has indicated that it is only willing to proceed with the CCFD Project if it can obtain some assurances that:

(i) IdeaCo has appropriate procedures in place to manage the CCFD project;

(ii) the CCFD Project will be completed on time and on budget; 

(iii) the CCFD application, once it is developed, will perform efficiently and without errors; and

(iv) IdeaCo will be able to market its services to financial institutions initially in Canada and thereafter in the United States and Europe. 

The Board of Directors has asked the Consultant for a report on:

1.
How should IdeaCo manage the CCFD Project?

2.
What standards, guidelines, practices and procedures should IdeaCo include in the RFP as mandatory or desirable terms with which bidders must comply to achieve the objectives established by the Board for the CCFD Project?

3.
Are there any standards, guidelines, practices and procedures that IdeaCo should implement internally to increase the likelihood that the Board’s objectives are achieved?

III. HOSTING THE APPLICATION  
Eight months have passed.  As a result of: 

(i) the management and governance procedures implemented by IdeaCo; 

(ii)  the application developer, ApplicationCo, selected by IdeaCo; and 

(iii) the reporting and other procedures implemented in the contract between IdeaCo and ApplicationCo; 

the CCFD Project is on track.  It appears that the design, development and testing of CCFD will be completed on time and very close to on budget.  IdeaCo is now ready to turn to the next step in its business plan.

IdeaCo’s business plan involves IdeaCo hosting the application on the infrastructure of a third party service provider.  IdeaCo will have the customer and contractual relationship with the financial institutions to which it will be offering its credit card processing services and IdeaCo will be responsible for applications support for the CCFD application.  However the CCFD application will operate on the IT infrastructure of a third party service provider and over the telecommunications network to be provided and managed by the service provider.  IdeaCo is expecting the third party service provider to supply all of the related hosting management services such as: (i) backup, archiving and disaster recovery services; and (ii) security services including a segmented security architecture, strong authentication, firewall management, anti-malware (end-point security) and security event log management.

The Board of Directors, still cautious about the CCFD Project, is insisting on taking a similar approach in proceeding to the next stage.  The Board realizes that IdeaCo will be marketing its services to financial institutions and that the financial institutions will likely be concerned to obtain state of the art infrastructure offering high levels of service, reliability and security.  IdeaCo will need to be able to manage the relationship with the hosting service provider effectively but also obtain the necessary assurances that the hosting service provider’s infrastructure will be based on current technology and robust security and that it will be maintained at current levels as technology and risk evolve.  

The Board has asked the Consultant to report to it on:

1.
How should IdeaCo manage its relationship with the third party hosting services provider?   Are there any standards, guidelines, practices and procedures that IdeaCo should implement internally to increase the likelihood that IdeaCo’s relationship with whichever hosting service provider it ultimately selects is successful?

2.
What standards, guidelines, practices and procedures should IdeaCo include in the RFP to be issued to hosting service providers as mandatory or desirable terms with which bidders must comply to achieve CCFD’s objectives?

IV.
MARKETING SERVICES
A further six months have passed.  The development of the CCFD application has been successful and the application is now installed on the infrastructure of IdeaCo’s hosting service provider, HostCo.  IdeaCo is ready, it believes, to market its credit card processing services to financial institutions.  However, before the Sales Department will receive approval to proceed, the IdeaCo Board has asked for a presentation on how IdeaCo should be managing the risks associated with offering credit card processing services to financial institutions in Canada, the United States and Europe.

The Board has asked the Consultant to report on:

1.
What are the regulatory or industry issues that IdeaCo needs to be prepared to deal with in marketing its credit card processing services to financial institutions in Canada, the United States and Europe?

2.
What standards, guidelines, practices and procedures should IdeaCo implement to manage the risks and liabilities associated with providing these credit card services to financial institutions? 
PART 2
INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	American National Standards Institute (ANSI)

	
	

	Jurisdiction:


	United States, with global influence

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	“ANSI is a nonprofit, privately funded membership organization that coordinates the development of U.S. voluntary national standards and is the U.S. member body to the International Organization for Standardization (ISO) and, via the United States National Committee (USNC), the International Electro-technical Commission (IEC).  
The Institute was founded in 1918, prompted by the need for an ‘umbrella’ organization to coordinate the activities of the U.S. voluntary standards system and eliminate conflict and duplication in the development process.”  

In short, the ANSI is a U.S. body that standardizes the voluntary formation of industry standards.  

There are approximately 9,500 American National Standards (ANS)

From ANSI website www.ansi.org 

	
	

	Function/Role/Purpose:
	ANSI coordinates voluntary standards within the ICT industry, and many other industries including safety and health, telecommunications, petroleum, medical devices, etc.  

The primary role of ANSI is to eliminate conflict and duplication in the standards development process.  ANSI coordinates standards across more than 200 standards development organizations.  

For example, the ANSI Health Care IT Standards Panel was established to develop consensus based standards for interoperability between various health care information technologies, in the United States. 

Many of the ANSI standards are detailed technical standards, often defined from an engineering perspective.   A search of the ANSI data base for IT standards produces over 3700 ANSI documents, ranging from Digital Image standards to Nanotechnology and Gigabit Ethernet standards.   
 

	
	

	Structure:

(Membership, shareholders, controlling parties)
	Membership is comprised of nearly 1,000 businesses, professional societies and trade associations, standards developers, government agencies, and consumer and labour organizations. 

	
	

	Governance Structure:
	Board of Directors – The Board of Directors is comprised of approximately 40 representatives of the ANSI membership and is responsible for governance oversight of the issues, properties and affairs of the Institute. Four Subcommittees of the Board are the Executive, Finance, Nominating and Audit subcommittees. Several other subcommittees oversee activities such as ISO coordination, regional ANSI actions, and education. 

Board members elected for a three year term, representing industry standards bodies, government, industry   and academia.  (e.g. National Council of State Boards of Nursing, Consumer Product Safety Commission, Association of Home Appliance Manufacturers, National Fire Protection Association, Underwriters Laboratories, Inc., U.S. Department of Energy, National Institute of Standards and Technology, Oracle, IBM, Eastman Kodak, Microsoft, Purdue University, New York University).   

A Standards Panel addresses the standards development needs and coordination issues of a particular industry sector.  Two panels that would be of interest are the ID Theft Prevention and ID Management Standards Panel (IDSP) and the Healthcare Information Technology Standards Panel (HITSP)
A staff of about 90 administrators is responsible for ANSI operations.  

	
	

	History (including relationship to predecessor bodies)
	· ANSI was originally formed in 1918, when five engineering societies and three government agencies founded the American Engineering Standards Committee (AESC)

· In 1928, the AESC became the American Standards Association (ASA)  

· In 1966, the ASA was reorganized and became the United States of America Standards Institute (USASI)

· The present name was adopted in 1969.  (source: Wikipedia)

	
	

	General description of activities 

· Describe each activity separately

· Include standards and certifications:
	“The Institute oversees the creation, promulgation and use of thousands of norms and guidelines that directly impact businesses in nearly every sector: from acoustical devices to construction equipment, from dairy and livestock production to energy distribution, and many more. ANSI is also actively engaged in accrediting programs that assess conformance to standards – including globally-recognized cross-sector programs such as the ISO 9000 (quality) and ISO 14000 (environmental) management systems.”  (Source: ANSI website)


	
	

	Recent activities / events / publications
	· The Identity Theft Prevention and Identity Management Standards Panel (IDSP) is a cross-sector coordinating body whose objective is to facilitate the timely development, promulgation and use of voluntary consensus standards and guidelines that will equip and assist the private sector, government and consumers in minimizing the scope and scale of identity theft and fraud.
· The Healthcare IT Standards Panel is charged with achieving a widely accepted and useful set of standards for widespread interoperability among healthcare software applications, as they will interact in a local, regional and national health information network for the United State.  

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	Standards Council of Canada (SCC)

Canadian General Standards Board (CGSB)

Canadian Standards Association (CSA) 

Underwriters Laboratories of Canada (ULC) 

Measurement Canada 

Telecommunications Standards Advisory Council of Canada

Institute for National Measurement Standards

International Organization for Standardization (ISO) 

(note: ANSI has mapped several countries’ standards and conformity assessment systems, including Canada’s) 

	
	

	Sources of further Information:
	ANSI website www.ansi.org


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	British Standards Institute (BSI)

(Source: http://www.bsigroup.com/) 

	
	

	Jurisdiction:


	BSI standards and certifications are recognized in the UK and many parts of the world.

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	-standards setting body

	
	

	Function/Role/Purpose:
	-sets innovative standards that are used throughout the globe

-provides all the information and training relating to standardization that businesses need to succeed in their competitive markets

-independently test and verify products to ensure that they are up to the job in terms of performance specification and safety

	
	

	Structure:

(Membership, shareholders, controlling parties)
	(Independent certification body)

	
	

	Governance Structure:
	Management Team (Chief Executive, Group Finance Director, Group HR Director, Director of Legal Affairs and Secretary, etc.)

Board of Directors

	
	

	History (including relationship to predecessor bodies)
	Sir John Wolfe-Barry - the man who designed London’s Tower Bridge - instigated the Council of the Institution of Civil Engineers to form a committee to consider standardizing iron and steel sections on 22 January 1901.

Subsequently, on 26 April 1901, the first meeting of the Engineering Standards Committee took place. As a result, the variety of sizes of structural steel sections was reduced from 175 to 113 and standardization was underway.

During the 1920s standardization spread to Canada, Australia, South Africa and New Zealand. Interest was also developing in the USA and Germany. 

On 22 April 1929, the Engineering Standards Committee, (since 1918 the British Engineering Standards Association) was granted a Royal Charter. A supplemental Charter was granted in 1931 changing the name, finally, to The British Standards Institution.

1975 – 1997  Management systems standards 

The world's first management systems quality standard, BS 5750, was published by BSI in 1979.  In 1987, it was superseded by the ISO 9000 series of international standards which BS 5750 inspired.

BSI Group also began its international expansion, establishing BSI Americas in Reston, Virginia in 1991 and establishing its first Asian office in Hong Kong in 1995.  

In January 2002, KPMG's ISO registration business in North America was acquired, making BSI Group the largest registration body in North America.  

In 2003, BSI acquired 100 per cent of BSI Pacific Ltd, in order to consolidate the Group's penetration of the immense Greater China certification market. 

In April 2009, BSI acquired the Supply Chain Security Division of First Advantage Corporation, USA and in May 2009 acquired Certification International S.r.l., providers of management systems assessment and certification in Italy.  Subsequently, in August 2009, BSI acquired EUROCAT, the German healthcare certification and testing company.

(Source: http://www.bsigroup.com/en/About-BSI/About-BSI-Group/BSI-History/>)

	
	

	General description of activities 

· describe each activity separately

Include standards and certifications:
	-develops private, national and international standards 

-certifies management systems and products 

-provides testing and certification of products and services 

-provides training and information on standards and international trade and 

-provides performance management and supply chain management software solutions

BSI Standards in the areas of:

Accessible ICT; Biometrics; Data protection; Green IT; Information and records management; Information governance; Information security; IT in education; IT network security; IT service management – ITSM; Evidential weight and legal admissibility; Knowledge management; Software and systems engineering; Software asset management; Supply chain management & risk; Telecommunications; Universal Decimal Classification (UDC); Web design, accessibility and management 

Standards (examples):

-Standard for data protection- BS 10012:2009 

-Data Protection: Guidelines for the Use of Personal Data in Systems Testing
-Cabling, installation - BS EN 50173-1:2007+Amendment 1:2009

-Cabling, data centres - BS EN 50173-5:2007 

-Data network installation - BS EN 50310:2006 

-Information and documentation. Records management. General - BS ISO 15489-1:2001

-Secure destruction of confidential material. Code of practice  - BS 8470:2006



	
	

	Recent activities / events / publications
	September 2009: BSI launches online data protection tool

June 2009: BSI publishes standard for the installation of audiovisual equipment

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	Canadian Standards Association (http://www.csa.ca)

[see description of Canadian Standards Association]

Underwriters’ Laboratories (UL) (http://www.ul.com/global/eng/)
[see description of Underwriters’ Laboratories]

	
	

	Sources of further information:
	http://www.bsigroup.com/


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	Canadian Standards Association (CSA)

(Source: http://www.csagroup.org/)

	
	

	Jurisdiction:


	CSA standards and certifications are recognized in Canada and many parts of the world.

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	-standards setting body

-independent certification body.

	
	

	Function/Role/Purpose:
	- serves business, industry, government and consumers in Canada and the global marketplace

- develops standards, information products, sells publications and training services, and provides membership services

- CSA International provides product testing and certification services

- OnSpeX provides consumer product evaluations

	
	

	Structure:

(Membership, shareholders, controlling parties)
	Membership (open to the public; individuals, small and mid-sized companies, corporations, industry and government entities)

	
	

	Governance Structure:
	Management Team (President, CEO, Executive Vice President, Chief Science 8 Engineering Officer)

Board of Directors

	
	

	History (including relationship to predecessor bodies)
	1919 A federal charter formally creates the Canadian Engineering Standards Association (CESA). 

1940 CESA becomes the official certification agency for all electrical equipment intended for sale or installation in Canada. 

1944 CESA changes its name to the Canadian Standards Association to better reflect the breadth of its work. 

1946 The CSA certification mark is born. 

1996 On June 27, CSA and QMI launch World Wide Web sites on the Internet. CSA publishes Model Code for the Protection of Personal Information, a landmark standard that balances the legitimate need to know of government and business with the individual’s right to privacy. It would go on to become the basis of Canadian law and serve as a model for privacy initiatives at the international level.

1999 Within its new Water Products Lab in Toronto, CSA begins testing. The organization goes live with an enterprise resource planning (ERP) solution that responds to the challenges of Y2K and promises to build service capacity and bring tighter integration among its information systems and processes.

2002 CSA introduces new smart standards, innovative Web services and member education resources. CSA International starts Certification Gateway to provide customers with electronic access to their reports. 

2007 CSA International hosts Lighting for Tomorrow, a design and technology competition designed to stimulate the market for high-efficiency residential lighting fixtures. 

(Source: <http://www.csagroup.org/>)

	
	

	General description of activities 

· describe each activity separately

· Include standards and certifications:
	-develops standards

-provides and sells information products and publications about standards

-offers training and education services about standards

-offers membership services

-provides product testing and certification services to business, industry, government

-provides consumer product evaluations

CSA Product Certifications:

-CSA has developed harmonised standards with ISO in the form of Information Technology Standards ISO/IEC 1539-10999, 11000 to 14999, 15000 to Z243.310, including the following:  

-ISO/IEC 1539-1 Programming Languages-Fortran-Part 1: Base Language 

-ISO/IEC 1989 Programming Languages-COBOL  

-ISO/IEC 2022 Character Code Structure and Extension Techniques  

-ISO/IEC 2382-7 Vocabulary-Part 7: Computer Programming  

-ISO/IEC 2382-8 Vocabulary-Part 8: Security  

-ISO/IEC 2382-9 Vocabulary-Part 9: Data Communication  

-ISO/IEC 6522 Programming Languages-PL/I General Purpose Subset  

-ISO/IEC 7064 Security Techniques-Check Character Systems  

-ISO/IEC 7185 Programming Languages-Pascal      

	
	

	Recent activities / events / publications
	February 4, 2010 – CSA officially announces Canada's adoption and availability of the ISO 31000 Risk Management standard. CAN/CSA ISO 31000 Risk Management – Principles and Guidelines is a national standard that provides principles, framework, and process for managing risk in a transparent, systematic and credible manner. ISO 31000 is not specific to any country, industry or sector and can be used by any public, private or community enterprise, association, group or individual, and serve as an overarching guide for organizations and individuals to help incorporate internationally-recognized best practices for identifying and managing risks across financial, strategic, and operational areas.

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	ANSI  - American National Standards Institute (formerly American Standards Association) (http://www.ansi.org)

-ANSI has served in its capacity as administrator and coordinator of the United States private sector voluntary standardization system for more than 90 years. Founded in 1918 by five engineering societies and three government agencies, the Institute remains a private, non-profit membership organization supported by a diverse constituency of private and public sector organizations. 

International Organization for Standardization (http://www.iso.org)

-ISO is the world's largest developer and publisher of International Standards. ISO is a network of the national standards institutes of 163 countries, one member per country, with a Central Secretariat in Geneva, Switzerland, that coordinates the system. ISO is a non-governmental organization that forms a bridge between the public and private sectors.

British Standards Institute (http://www.bsigroup.com)

[see description of the British Standards Institute]

Underwriters’ Laboratories (UL) (http://www.ul.com/global/eng/)
[see description of Underwriters’ Laboratories]

	
	

	Sources of further information:
	http://www.csagroup.org/


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:
	CENTRE FOR OUTSOURCING RESEARCH & EDUCATION (CORE) 

(Source: http://www.core-outsourcing.org/home/index.php)

	
	

	Jurisdiction:
	Based in Canada

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	-industry organization

-training and educational association

	
	

	Function/Role/Purpose:
	- research and education in the area of outsourcing   

- development of industry best practices in the area of outsourcing

	
	

	Structure:

(Membership, shareholders, controlling parties)
	CORE is a non-profit organization. Membership is open to the general public; outsourcing professionals; industry organizations and government agencies)

	
	

	Governance Structure:
	Management team (President & CEO, Board Chair, Corporate Secretary )

Board of Directors

	
	

	History (including relationship to predecessor bodies)
	Founded by John Simke, C.A., a former partner of PricewaterhouseCoopers, who for 22 years as a management consultant, worked on change and performance improvement projects for large corporations and governments.  Through his career John has specialized in management innovations, in particular those that involve outsourcing, shared services, public-private partnerships and other forms of organizational collaboration.  

(Source: http://www.core-outsourcing.org/about/organization/board/index.php)

	
	

	General description of activities 

· describe each activity separately

Include standards and certifications:
	- offers executive education programs in outsourcing that are delivered in conjunction with business schools and management education organizations.

- offers the “Accredited Outsourcing Practitioner” designation to recognize individuals who have completed its program and who have demonstrable practical experience in the field of outsourcing. 

- conducts independent research on outsourcing

- publishes several reports annually 

- offers a database of outsourcing transactions for its members.   

- conducts regular forums and conferences for professionals in the outsourcing field

- develops best practices 

- provides a database Research@CORE (a compendium of content about outsourcing practices for the use of members)   

	
	

	Recent activities / events / publications
	July 21, 2010 - CORE's 5th Annual Conference

July 09, 2010 – Webinar: Outsourcing Monitor - Will Cloud Transform Outsourcing

May 29, 2009 - CORE's 4th Annual Conference

April 21, 2009 - CORE's 2009 Healthcare Conference



	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	International Association of Outsourcing Professionals

(http://www.outsourcingprofessional.com/)

	
	

	Sources of further information:
	http://www.core-outsourcing.org/home/index.php


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY

	
	

	Organization:


	International Institute of Business Analysis  (IIBA®)

(source: http://www.theiiba.org/am/ ) 

	
	

	Jurisdiction:


	IIBA is a global organization but is strong in Canada and the United States.

	
	

	Nature of Organization:


	Independent non-profit professional  association for the field of Business Analysis

	
	

	Function/Role/Purpose:
	The function of IIBA is to support and promote the business analysis discipline.  The strategic Goals of IIBA are defined on the IIBA website
 as:

· Create and develop awareness and recognition of the value and contribution of the role of the Business Analysis Professional

· Define the Business Analysis Body of Knowledge® (BABOK®) 

· Publicly recognize qualified practitioners through an internationally acknowledged certification program

· Provide forums for knowledge sharing

· Advance the practices of business analysis within organizations

· Define a roadmap for professional growth and development



	
	

	Structure:


	Membership in IIBA is open to any person interested in the purposes of the association.

The IIBA also has a Corporate Membership Program for employers of Business Analysts that provides the corporate members with a variety of products and services. IIBA will be launching an Academic membership shortly.

It is necessary to be a member of the IIBA to join a local chapter.  



	
	

	Governance Structure:
	The IIBA is governed by a Board of Directors of between nine and fifteen individuals who bring their business and professional expertise to the Board to advise the IIBA.  The Board is elected by the IIBA membership at large.  There are no guarantees of regional representation on the Board.  

Directors are elected for a two year term and are not paid. 

The Board has established an Executive Committee, an Audit and Risk Management Committee, a Nominations Committee and an HR and Compensation Committee.  IIBA is currently considering establishing an International Advisory Committee.

The Board of Directors hires the Chief Executive Officer who is an ex-officio member of the Board. 

The Executive Leadership Team is responsible for the day-to-day management of the IIBA.  It consists of the President and Chief Executive Officer, the Chief Operating Officer and Treasurer, the Vice-President Professional Development and Communities and the Vice-President Certification and Technology.  

IIBA local chapters enter into an Affiliation Agreement with IIBA but otherwise operate independently.



	
	

	History (including relationship to predecessor bodies)
	IIBA was formed in October 2003 with 28 founding members.  In April 2006, IIBA was incorporated federally in Canada as a non-profit association under the Canada Corporations Act with headquarters in Toronto, Ontario.

IIBA currently has more than 12,000 members in more than 100 chapters worldwide.  There are fifteen chapters in Canada and more than sixty chapters in the United States.

	
	

	General description of activities 
	The activities of the IIBA include:

· Development of Business Analysis Body of Knowledge ® (BABOK®) – a common framework to understand and define the practice of business analysis
.  A Guide to the Business Analysis Body of Knowledge® (BABOK®) Version 2.0 was released March 31, 2009.  It is available free to members or for purchase on the IIBA website.

· Administering certifications:

· Certified Business Analysis Professional™ (CBAP®) – designation for individuals who have designated business analysis experience
.  There are currently almost 600 CBAP® certified members of IIBA. 

· Certification of Competency in Business Analysis™ (CCBA™)
 – a new, intermediate level designation developed as a stepping stone to the CBAP designation for individuals who have business analysis experience but do not yet meet the requirements.  The CCBA designation expires five years after the certification date.

· Endorsed Education Provider™ services: Commercial training organizations, universities and international corporations who offer business analysis courses aligned with the Business Analysis Body of Knowledge ® (BABOK ®) and who are designated as “Endorsed Education Providers.
 

· Coordinating efforts of local chapters 

	
	

	Recent activities / events / publications
	IIBA released BABOK® Guide 2.0 on March 31, 2009.

	
	

	Sources of further Information:
	International Institute of Business Analysis
3605 Sandy Plains Road, Suite 240-193
Marietta, GA 30066
U.S.A.
International Institute of Business Analysis: 

http://www.theiiba.org/am/  

Canadian chapters are identified on the IIBA website at: 

http://www.theiiba.org/AM/Template.cfm?Section=Canada&Template=/CM/HTMLDisplay.cfm&ContentID=7358 

Wikipedia:  http://en.wikipedia.org/wiki/International_Institute_of_Business_Analysis


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY

	
	

	Organization:


	ISACA

ISACA was previously known as Information Systems Audit and Control Association.  The organization now goes by its acronym only to better reflect its membership of information governance, control, security and audit professionals.

(Source:  https://www.isaca.org )

	
	

	Jurisdiction:


	ISACA is an international professional organization based in the United States.  It is supported by a network of more than 180 local chapters in more than 75 countries.

	
	

	Nature of Organization:
	ISACA is a non-profit independent organization.  

	
	

	Function/Role/Purpose:
	Provider of knowledge, certifications, community, advocacy and education on:

· information systems assurance and security

· enterprise governance of Information Technology

· IT-related risk and compliance

 

	
	

	Structure:

(Membership, shareholders, controlling parties)
	ISACA currently has more than 95,000 members across all industry segments including financial and banking, public accounting, government and public sector, utilities and manufacturing.

There are three categories of membership:

(i)
Professional Membership: covers a variety of professional IT-related positions such as IS auditor, consultant, educator, IS Security professional, risk professional, chief information officer and internal auditor.  Requirements for membership are payment of ISACA membership fees and belonging to a local chapter (if within 50 miles / 80 km of a chapter territory);
(ii)
Academic Membership: complementary Academic Advocate membership available to full-time faculty members teaching subjects such as MIS or accounting at  universities offering courses in IT governance, information security or information systems audit/accounting (one complementary membership per discipline); and
(iii)
Student Membership:  reduced rate membership for full-time students.  Local chapter membership also required. 

Members are encouraged to volunteer to participate in the more than 35 oversight boards, committees, subcommittees or task forces that specialize in the operational areas of ISACA (membership, education, certification, research, etc.).

The local chapters provide members education, resource sharing, advocacy and professional networking.  The local chapters are independent groups affiliated with ISACA.



	
	

	Governance Structure:
	ISACA is governed by a Board of Directors with responsibility for governance, control and oversight and for participation in the preparation and approval of the strategic plan.  

The board consists of an elected international President, up to seven elected Vice-Presidents and three directors at large appointed by the President.  ISACA is divided into five geographic regions and each of the five regions is represented on the board. 

The President is eligible to serve two one-year terms.  The Vice-Presidents may serve up to five one-year terms.

The ISACA Nominating Committee proposes a slate consisting of the Vice-Presidents and President.  Members have the right to nominate additional candidates.  

	
	

	History (including relationship to predecessor bodies)
	The organization started in the USA in 1967 to facilitate the exchange of knowledge in response to a need identified by systems auditors for a centralized source of information and guidance.  It was incorporated as EDP Auditors Association in 1969.

The IT Governance Institute was established in 1998 to conduct research on global practices, perspectives and perceptions of IT governance for the business community.  The IT Governance Institute:

· Conducts original research on IT governance;

· Provides education in IT Governance through roundtables and the publications on the Institute’s website.

The IT Governance Institute develops most of ISACA’s publications such as COBIT and Val IT.

	
	

	General description of activities
	The activities carried out by ISACA include the following:

· Administers certification/designations:

· Certified Information Systems Auditor™ (CISA®) 
– designation for experienced information systems audit, control and security professionals, earned by more than 79,000 individuals since inception of the designation in 1978

· Certified Information Security Manager® (CISM®) 
 - designation for managers of a company’s information security, earned by more than 14,000 since its inception in 2002

· Certified in the Governance of Enterprise IT® (CGEIT®)
 – designation for individuals who manage or provide advisory or assurance services or otherwise support IT governance, earned by more than 4,500 since it was established in 2007

· Certified in Risk and Information Systems Control™ (CRISC™)
 – a new designation for individuals with experience in risk identification, assessment, response and monitoring and information systems control design, implementation, monitoring and maintenance.  

· Has developed and maintains :

· COBIT – (Control Objectives for Information and related Technology) process framework for the governance of IT, now in version 4.1 (available as a download at www.isaca.org/cobit). COBIT 5 is due to be released in 2011.
  

· VAL IT – framework and supporting materials dealing with the governance of IT-enabled investments, based on COBIT, now in version 2.0 (available as a download at www.isaca.org/valit) 

· Risk IT – framework and set of practices focussed on managing risks effectively including risks related to late project delivery, compliance and IT service delivery problems, based on COBIT (available as a download at www.isaca.org/riskit.)

· IT Assurance Framework - model to provide guidance on the design, conduct and reporting of IT audit and assurance assignments and to establish standards addressing the roles and responsibilities of IT audit and assurance professionals (available as a download at www.isaca.org/itaf).

· Business Model for Information Security (BMIS) – business model that views information security program activities from a systems perspective within the context of the larger organization (available at www.isaca.org/bmis )

· Sponsors international conferences:

· World Congress

· Computer Audit, Control and Security Conferences, held on five continents

· Training Weeks

· IT Governance Risk & Compliance Conference

· Information Security and Risk Management Conference, North America, Europe and Latin America

· COBIT training

· Certification Review Courses

· E-Learning

· Publishes ISACA Journal (technical journal in the information control field)

ISACA retains the copyright in the frameworks, research, articles, books and other materials that it publishes. ISACA’s published use rights indicate that generally available publications and materials can be freely used for internal, non-commercial and academic purposes and for consulting engagements without permission.  A license must be obtained if ISACA materials are used as part of a commercial software tool, commercial training program or a publication based on or translation of copyrighted material.

	
	

	Recent activities / events / publications
	ISACA White Paper, Data Leak Prevention, issued September 22, 2010 (available at www.isaca.org/dlp)

ISACA White Paper, Social Media:  Business Benefits and Security, Governance and Assurance Perspectives,

 (http://www.isaca.org/Knowledge-Center/Research/ResearchDeliverables/Pages/Social-Media-Business-Benefits-and-Security-Governance-and-Assurance-Perspectives.aspx) 

	
	

	Organizations performing the same function / role:
	There are local chapters in British Columbia (Victoria and Vancouver), Alberta (Edmonton and Calgary), Manitoba (Winnipeg), Ontario (Ottawa Valley and Toronto), Quebec (Montreal and Quebec City) and Nova Scotia (Atlantic Provinces Chapter).

	
	

	Sources of further Information:
	ISACA

ISACA

3701 Algonquin Road, Suite 1010

Rolling Meadows, IL

60008 USA

Telephone: 1.847.253.1545

Facsimile  1.847.253.1443

ISACA:   https://www.isaca.org/Pages/default.aspx 

ISACA (North American Chapters): 

http://www.isaca.org/Membership/Local-Chapter-Information/Browse-by-List/Pages/North-America-Chapters.aspx
@ISACA is a biweekly publication that is publicly available from ISACA.  To subscribe go to http://www.isaca.org/About-ISACA/-ISACA-Newsletter/Pages/default.aspx.

For links to local chapters in Canada, go to http://www.isaca.org/Membership/Local-Chapter-Information/Browse-by-List/Pages/North-America-Chapters.aspx 

Wikipedia:  http://en.wikipedia.org/wiki/Information_Systems_Audit_and_Control_Association
IT Governance Institute
IT Governance Institute
3701 Algonquin Road
Suite 1010
Rolling Meadows, IL
60008 USA
ITGI:  http://www.itgi.org/


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY

	
	

	Organization:


	International Organization for Standardization (English) (ISO)
Organisation international de normalisation (French)

Regardless of the country or language, the short form of the organization’s name is always “ISO”, derived from the Greek isos (meaning equal)

(source: www.iso.org)   

	
	

	Jurisdiction:


	ISO, a non-governmental organization, is a federation of the national standards bodies of countries from all regions of the world.  It is headquartered in Geneva, Switzerland.

The three official languages of ISO are English, French and Russian. 

	
	

	Nature of Organization:


	International standards-setting body

	
	

	Function/Role/Purpose:
	ISO promulgates proprietary industrial and commercial standards.   ISO has developed over 18,000 international standards on products, systems or services and 1100 new standards are developed each year.  

The standards covered by ISO do not include:

(i)
electrical and electronic engineering standards covered by the International Electrotechnical Commission (the “IEC”); 

(ii)
telecommunications standards covered by the  International Telecommunications Union (the “ITU-T”) ; and

(iii)
information technology covered by JTC 1, a joint committee between ISO and IEC).

ISO and IEC have established Joint Technical Committee 1 (JTC 1) as a joint committee of ISO and the International Electrotechnical Commission to deal with information technology matters.

ISO, IEC and ITU have established the World Standards Cooperation (“WSC”) as a focus for their combined activity. 

	
	

	Structure:
	There are three membership categories:  

(i) Member bodies are the national bodies that are considered to be the representative standards body in each country.  Only one such body is accepted for membership for each country.  Member bodies are entitled to participate and exercise full voting rights on any technical committee and policy committee of ISO;

(ii)  Correspondent members are organizations in countries which do not have fully-developed national standards activities.  Correspondent members are informed of ISO’s work but do not take an active part in the technical and policy development work; and 

(iii) Subscriber members are for those countries with small economies.  These counties pay reduced membership fees.

At December 31, 2009, ISO had 162 members (105 Member bodies, 47 Correspondent members and 10 Subscriber members).

Canada and the United States of America are both Member bodies.  The Standards Council of Canada, a federal Crown corporation with the mandate to promote voluntary standardization, is the Canadian representative on ISO.  The American National Standards Institute (ANSI) is the U.S. representative. 



	
	

	Governance Structure:
	ISO’s orientation is guided by a five year Strategic Plan approved by ISO members.  

The General Assembly, the ultimate ISO authority, meets annually.  It consists of the Principal Officers of ISO (President, Vice President (Policy), the Vice President (Technical Management), Treasurer and Secretary-General) and delegates of the member bodies.  The President of ISO is the chairperson of the General Assembly.

Most governance functions are performed by the Council in accordance with policy established by the member bodies.  The Council consists of the Principal Officers and twenty elected member bodies.  A number of policy development committees that provide strategic guidance on cross-sectoral aspects of the standards development work report to the Council.  These are CASCO (conformity assessment), COPOLCO (consumer policy) and DEVCO (developing country matters). 

The Technical Management Board reports to the Council.  It is responsible for the management of the technical work.  There are fourteen members who are appointed by the Council.

The chief executive officer of ISO is the Secretary-General who reports to the Council.  The Secretary General is based in Geneva (Switzerland) at the ISO Central Secretariat.  The ISO Central Secretariat provides administrative and technical support to ISO members and acts as the secretariat of the General Assembly, the Council, the Technical Management Board, the policy development committees and their subsidiary bodies.  

The structure of ISO is documented on the ISO website (http://www.iso.org/iso/about/structure.htm ) as set out below.
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	History (including relationship to predecessor bodies)
	The origins of ISO go back to two organizations: (i) the International Federation of the National Standardizing Associations began in 1926 in New York (subsequently disbanded in 1942 during the Second World War); and (ii) the United Nations Standards Coordinating Committee established in 1944.  

In 1946, representatives of 25 countries meeting in London agreed to create a new international organization “to facilitate the international coordination and unification of industrial standards”.  ISO, the new organization, officially began operations in 1947.
In 1987 the ISO/IEC Joint Technical Committee 1 was established.  It is a joint committee of ISO and the International Electrotechnical Commission and deals with information technology.  It was formed as a merger between ISO/TC 97 (Information Technology) and IEC/TC 83.  The intention was to bring together the information technology standardization activities of ISO and IEC into a single body.  

The mandate of Joint Technical Committee 1 is develop, maintain, promote and facilitate information technology standards concerning, for example, design and development of IT systems and tools, the performance of IT products and systems, the security of IT systems and information and the portability of application programs.

	
	

	General description of activities 

· Describe each activity separately

· Include standards and certifications:
	ISO Products

ISO’s principal products are:

· International Standards – a documented agreement that sets out technical specifications or other criteria as rules, guidelines or definitions of characteristics for materials, products, processes and services.  Standards are labelled ISO[/IEC][/ASTM][/IS]nnnnn[:yyyy] Title where nnnnn is the number of the standard and yyyy is the year the standard is published, e.g.  ISO/IEC 27001:2005 Information technology -- Security techniques -- Information security management systems -- Requirements
· Technical Reports – for data collected by a technical committee or subcommittee that differs from data published as an International Standard, e.g. ISO/TR 21548:2010, Health informatics – Security requirements for archiving of electronic health records – Guidelines 

· Technical Specifications – the subject is still under development or for some other reason it is not currently possible to develop an International Standard but it may be possible to do so in future. e.g. ISO/TS 21547:2010, Health informatics – Security requirements for archiving of electronic health records – Principles
· Publicly Available Specifications – intermediate specifications or a specification published in collaboration with another organization, e.g. ISO/PAS 11154:2006 Road vehicles – roof load carriers

· ISO Guides – meta standards covering matters related to international standardization, e.g. ISO/IEC Guide 68:2002 Arrangements for the recognition and acceptance of conformity assessment results
ISO documents are copyrighted and ISO charges for copies of most documents (not including drafts).  

Standards - General
ISO’s standardization activities are performed by 3000 technical committees, subcommittees and working groups.   The standards are available on the ISO Web site and include, by way of example: 

(i)
ISO 9000: ISO 9000 standards address quality management systems, e.g. ISO 9001:2005 specifies the requirements for a quality management system where an organization needs to establish that it is capable of producing products that satisfy customer and/or regulatory requirements on a consistent basis.  The requirements of this standard are generic and are intended to apply to all organizations regardless of their type, size or product.  More than one million organizations in 176 countries have implemented the ISO 9001:2008 standard.
(ii)
ISO 14000:  ISO 14000 standards deal with different aspects of environmental management.  The first standard, ISO 14001:2004.deals with the requirements for an environmental management system and ISO 14004:2004 gives general guidelines for environmental management systems.  Other standards in the 14000 family address specific aspects of environmental management systems including labelling, evaluation, life cycle analysis and auditing.  The ISO 14001:2004 standard has been implemented by 200,000 organizations in 155 countries.
 (iii)
ISO 31000:  ISO 31000:2009 documents principles, a framework and a process for risk management that applies to any type of public or private sector organization.
ISO/IEC 27000 Standards
The ISO/IEC 27000 family is a series of information security standards that are published jointly by ISO and the International Electrotechnical Commission.  The series sets out best practice management recommendations on information security management, risks and controls for information security management systems.  
The standards are the work of the ISO/IEC Joint Technical Committee 1.  (The ISO/IEC standards are available as a download on the website of the ISO/IEF Information Technology Task Force (ITTF) at http://standards.iso.org/ittf/licence.html .)
Ten standards are currently available:

· ISO/IEC 27000 — Information security management systems — Overview and vocabulary 

· ISO/IEC 27001 — Information security management systems — Requirements

· ISO/IEC 27002 — Code of practice for information security management

· ISO/IEC 27003 — Information security management system implementation guidance

· ISO/IEC 27004 — Information security management — Measurement

· ISO/IEC 27005 — Information security risk management

· ISO/IEC 27006 — Requirements for bodies providing audit and certification of information security management systems

· ISO/IEC 27011 — Information security management guidelines for telecommunications organizations based on ISO/IEC 27002

· ISO/IEC 27033-1 - Network security overview and concepts

· ISO 27799 - Information security management in health using ISO/IEC 27002 [from the Health Informatics group of ISO independently of ISO/IEC JTC1/SC27]

Another twelve standards are currently being prepared.

Standardization Process

ISO Technical Committees and subcommittees follow a six step process to develop standards, although it is possible to omit certain stages if a document has been sufficiently developed at the start of the standardization process, e.g. if a standard has been developed by another organization.

The six steps are: (i) Stage 1: Proposal Stage; (ii) Stage 2: Preparatory Stage; (iii) Stage 3:  Committee Stage; (iv) Stage 4: Enquiry Stage; (v) Stage 5: Approval Stage; and (vi) Stage 6: Publication Stage.

Certification
“Certification” refers to the issuance of a written confirmation by an independent body that it has audited a management system and verified that the management system conforms to the requirements of the standards.  This is also sometimes referred to as “Registration” which, technically, includes the additional requirement that the auditing body records the certification in its records.  “Certification” and “Registration” are substantially the same but differ from “accreditation”.  In the context of ISO 90001:2008 and ISO 14001:2004, “accreditation” refers to the recognition by a specialized body that a certification body is qualified to carry out certifications.  It is, in effect, a certification of a certification body.  

ISO’s management systems standards (the ISO 9000 and ISO 14000 family of standards) do not require certification as part of their implementation and ISO does not carry out assessments or audits to verify if its standards have been correctly implemented.
  However there are more than 2500 organizations around the world that are carrying out auditing and certification.  These organizations operate independently of ISO and ISO has no control over their activities. 

The ISO 9001:2008 and ISO 14001:2004 standards set out general requirements for management systems that can be implemented by any organization.  When a certification body issues a certificate indicating compliance with one of these standards to an organization, the certificate will specify the scope of activities to which it relates.  The certification may relate to only some processes or some geographic locations.  

The certificates do, however, relate to management systems.  They do not apply to products.   It is incorrect therefore to refer to a product as “ISO 9001:2008 certified” or “ISO 14001:2004 certified” or to refer to this on products, product labels or product packaging.
 

	
	

	Recent activities / events / publications
	November 26, 2009:  ISO publishes software documentation standard:  ISO/IEC 26513:2009, Systems and software engineering – Requirements for testers and reviewers of user documentation

March 18, 2010: ISO guidelines for protecting integrity and privacy of electronic health records included in ISO/TS 21547:2010, Health informatics – Security requirements for archiving of electronic health records – Principles.   Guidance for implementing ISO/TS 21547 is included in technical report ISO/TR 21548:2010, Health informatics – Security requirements for archiving of electronic health records – Guidelines. 
September 14, 2010: ISO 26000, which provides guidance to organizations on implementing social responsibility approved for publication as an ISO International Standard (publication targeted for November 1, 2010).    ISO 26000 contains voluntary guidance and is not a specification document intended for third party certification like ISO 9001 and ISO 14001.

October 14, 2010 – 41st World Standards Day

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	Standards Council of Canada

Canadian Standards Association

ISO collaborates with the IEC and ITU-T, especially in information and communication technology.  ISO, IEC and ITU-T have jointly established the World Standards Cooperation (WSC) as the focus of the combined activities.

	
	

	Sources of further Information:
	International Organization for Standardization:

http://www.iso.org/iso/home.htm 

ISO/IEC Joint Technical Committee 1:

http://en.wikipedia.org/wiki/ISO/IEC_JTC1 

Standards Council of Canada:  http://www.scc.ca/
World Standards Services Network

A network of publicly accessible World Wide Web servers of standards organizations around the world): 

http://www.wssn.net/WSSN/
Accreditation Bodies
International Accreditation Forum contains a list of accreditation bodies with their contact information and links to their Web sites:

www.iaf.nu
Wikipedia:  http://en.wikipedia.org/wiki/International_Organization_for_Standardization
 


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:
	Information Technology Infrastructure Library (ITIL) and ISO 20000

	
	

	Jurisdiction:


	Used globally, although historically began and very strong in UK.

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	·  ITIL is not an organization per se, but is a set of standards generally used in the ICT industry to guide and structure IT operations.  ITIL was created by the UK government in the 1980s and is publically available.   

· From the UK Office of Government Commerce website (OGC)  “ITIL is a cohesive best practice framework, drawn from the public and private sectors internationally. It describes the organisation of IT resources to deliver business value, and documents processes, functions and roles in IT Service Management (ITSM).”
(Retrieved from http://www.ogc.gov.uk/guidance_itil.asp  Sept 6, 2010) 

	
	

	Function/Role/Purpose:
	· To provide best practice guidance for IT Operations

· ISO 20000 is the international standard for IT Service management.  However, ISO 20000 itself is part of a much bigger picture, in that it aligns with ITIL 
· ISO/IEC 20000, like its BS 15000 predecessor, was originally developed to reflect best practice guidance contained within the ITIL framework

	
	

	Structure:

(Membership, shareholders, controlling parties)
	·  The UK Government owns ITIL: “ITIL® is a Registered Trade Mark, and a Registered Community Trade Mark of the Office of Government Commerce, and is registered in the U.S. Patent and Trademark Office. IT Infrastructure Library® is a Registered Trade Mark of the Office of Government Commerce”
· The ITIL Certification Management Board (ICMB) manages ITIL certification. The Board includes representatives from interested parties within the community around the world. Members of the Board include (though are not limited to) representatives from the UK Office of Government Commerce (OGC), APM Group (APMG), The Stationery Office (TSO), V3 Examination Panel, Examination Institutes (EIs) and the IT Service Management Forum International (itSMF) as the recognized user group.
(Source: Wikipedia, accessed Sept 6th, 2010)

	
	

	Governance Structure:
	The UK OGC has delegated oversight and training in ITIL to the IT Service Management Forum (itSMF).  The  itSMF membership consists of “6000 member companies, covering in excess of 40,000 individuals spread over 50+ Chapters. Each itSMF chapter is a separate legal entity and is largely autonomous. 

The itSMF International Executive Board is the separate International entity that provides an overall steering and support function to existing and emerging chapters. ”  (from itSMF website)


	
	

	History (including relationship to predecessor bodies)
	Responding to growing dependence on IT, the UK Government's Central Computer and Telecommunications Agency (CCTA) in the 1980s developed a set of recommendations. It recognized that without standard practices, government agencies and private sector contracts were independently creating their own IT management practices.

The IT Infrastructure Library originated as a collection of books, each covering a specific practice within IT Service Management. ITIL was built around a process-model based view of controlling and managing operations.  

After the initial publication in 1989-1996, the number of books quickly grew within ITIL v1 to over 30 volumes.

In 2000/2001, to make ITIL more accessible (and affordable), ITIL v2 consolidated the publications into 8 logical "sets" that grouped related process-guidelines to match different aspects of IT management, applications, and services. However, the main focus was known as the Service Management sets (Service Support and Service Delivery) which were by far the most widely used, circulated, and understood of ITIL v2 publications.

(Source: Wikipedia, accessed Sept 6, 2010) 

	
	

	General description of activities 

· Describe each activity separately

· Include standards and certifications:
	The eight ITIL version 2 books and their disciplines are:

The IT Service Management sets

1. Service Support
2. Service Delivery
3. Other operational guidance

4. ICT Infrastructure Management
5. Security Management
6. The Business Perspective
7. Application Management
8. Software Asset Management


	
	

	Recent activities / events / publications
	· In May 2007, OGC issued the version 3 of ITIL (also known as the ITIL Refresh Project) consisting of 26 processes and functions, now grouped under only 5 volumes, arranged around the concept of Service lifecycle structure.

· In 2009, the OGC officially announced that ITIL v2 would be withdrawn and launched a major consultation as per how to proceed.

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	The IT Service Management Forum (itSMF) also provides training and certification of individuals and companies regarding IT operations, similar to ITIL.  

This not-for-profit organization develops IT Service Management "best practice", standards and qualifications, such as ITIL.

  (Source http://www.itsmfi.org/ accessed September 6, 2010)
COBIT (from ISACA) provides a similar management framework for IT Operations, although it is focused on managing risks and security.  



	
	

	Sources of further Information:
	 UK Office of Government Commerce (OGC) website:

http://www.ogc.gov.uk/guidance_itil.asp 

ISO 20000 standard:  http://20000.fwtk.org/20000-itil.htm 

IT Service Management Forum:  http://www.itsmfi.org/ 


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY REGULATORY BODY
	
	

	Organization:
	National Institute of Standards and Technology (NIST)

	
	

	Jurisdiction:


	 United States

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	 NIST is a non-regulatory federal agency within the U.S. Department of Commerce. 

NIST Information Technology Laboratory (ITL) works with industry and other agencies, such as ANSI, to develop information technology standards through voluntary consensus standards developing organizations.  NIST ITL participates in over 80 IT standards activities (see http://www.nist.gov/itl/ansi/upload/VolStdsList.pdf )

  

	
	

	Function/Role/Purpose:
	“NIST's mission is to promote U.S. innovation and industrial competitiveness by advancing measurement science, standards, and technology in ways that enhance economic security and improve our quality of life.”

“Advancing the state-of-the-art in IT in such applications as cyber security and biometrics, the National Institute of Standards and Technology accelerates the development and deployment of systems that are reliable, usable, interoperable, and secure; advances measurement science through innovations in mathematics, statistics, and computer science; and conducts research to develop the measurements and standards infrastructure for emerging information technologies and applications.” (NIST website)


	
	

	Structure:

(Membership, shareholders, controlling parties)
	· The US Secretary of Commerce appoints the NIST Director.   
· NIST is funded by US Congress, by user fees and by inter-agency transfers.  The NIST budget (FY2010) is approximately $1 billion.
· The agency employs about 2,900 scientists, engineers, technicians, support staff, and administrative personnel. 

	
	

	Governance Structure:
	Reports to the US Secretary of Commerce, who is appointed by the US President, with approval from Congress. 

	
	

	History (including relationship to predecessor bodies)
	NIST was founded in 1901 as the nation's first federal physical science research laboratory.  NIST was known between 1901 and 1988 as the National Bureau of Standards (NBS). 

NIST has a broad mandate, which includes information technology.  Other research areas include voting, health and identity management.   NIST scientists were responsible for investigating the 2001 physical collapse of the World Trade Center.  

	
	

	General description of activities 

· Describe each activity separately

· Include standards and certifications:
	· Within information technology, 14 subject areas for NIST research and standards are as follows:  

i) Biometrics
ii) Computer Forensics
iii) Computer Security
iv) Conformance Testing
v) Cybersecurity
vi) Data Mining
vii) Data and Informatics
viii) Health IT
ix) Imaging
x) Information Delivery Systems
xi) Networking
xii) Scientific Computing
xiii) Software Testing Metrics
xiv) Telecommunications/Wireless
· NIST may establish US standards, or may provide research and leadership to standards organizations such as ANSI or ISO.  For example, NIST developed the biometric Identity Management Systems Program (IDMS).   NIST works with the ANSI panel on Identity Standards, and provides leadership to the international ISO identity standards panel. In addition NIST works with US federal departments such as the FBI and Homeland Security to establish biometric identity standards. 

· NIST manages the annual Malcolm Baldrige National Quality Award which recognizes performance excellence and quality achievement



	
	

	Recent activities / events / publications
	· NIST is responsible for US Federal Information Processing Standards (FIPS). Under the Federal Information Security Management Act all US federal agencies are required to abide by FIP Standards which cover personal identification, encryption, authentication, digital signatures, passwords etc.  NIST has established 17 FIP standards. 

· In 2010 NIST published 18 Drafts specifications, examples are provided below. 

· DRAFT Guide to Security for Full Virtualization Technologies

· DRAFT Piloting Supply Chain Risk Management Practices for Federal Information Systems

· DRAFT The Technical Specification for the Security Content Automation Protocol (SCAP): SCAP Version 1.1
· Additionally NIST provides guidance research documents, examples are provided below.
· NIST SP 800-81 R 1, Secure Domain Name System (DNS) Deployment Guide 
· Quantitative Imaging to Assess Tumor Response to Therapy: Common Themes of Measurement, Truth Data & Error Sources 


	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	i) Canadian Standards Association (CSA) 

ii) UK National Physical Laboratory (NPL)

	
	

	Sources of further Information:
	Website - http://www.nist.gov/  


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	Office of the Superintendent of Financial Institutions Canada - Outsourcing of Business Activities, Functions and Processes (OSFI)

Source: http://www.osfi-bsif.gc.ca/>

	
	

	Jurisdiction:


	Canada

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	Government regulatory body

	
	

	Function/Role/Purpose:
	OSFI is responsible for regulating and supervising all banks in Canada and all federally incorporated or registered trust and loan companies, cooperative credit associations, life insurance companies, fraternal benefit societies, and property and casualty insurance companies. It also regulates and supervises federally regulated private (employer-sponsored) pension plans that are subject to the Pension Benefits Standards Act, 1985. The OFSI carries out activities under the Bank Act, Cooperative Credit Associations Act, Green Shield Canada Act, Insurance Companies Act, Office of the Superintendent of Financial Institutions Act, Pension Benefits Standards Act, 1985, Trust and Loan Companies Act.

	
	

	Structure:

(Membership, shareholders, controlling parties)
	OSFI is a government body that reports to the Minister of Finance. OSFI is divided into a Corporate Services Sector, a Regulation Sector, a Supervision Sector, and the Office of the Chief Actuary.
[image: image2.png]OSFI's Organization Chart

Office of the
Chief Actuary

Private Pension
‘Plans Division

Accouning Policy
Bivision

Actuarial Division
Capital Division

Legal Services
Division

Legislation &
Approvals Division

Research Division

DTI Group

Life Insurance
Group

P&C Insurance
Group

Supervisory Practices
P Bivtion

Supervision
Suppon Croup

Superision

Support Offce /
Enlanced

Assersment Team

Communications &
‘Consultations
Division

Finance &
Corporate Planning
Division

Human Resources &
“Adminisiration
Division

IMAIT Services
Division





(Source: <http://www.osfi-bsif.gc.ca/>)

	
	

	Governance Structure:
	Corporate Services Sector: provides the resources and infrastructure necessary to support supervisory and regulatory activities and administration of the organization; comprises 4 divisions: Communications and Public Affairs; Finance and Corporate Planning; Project Management and IT Services; and Human Resources and Administration.

Regulation Sector: develops regulatory policy and guidelines, prepares recommendations with respect to applications for regulatory consents under the legislation, develops rulings that set precedents, and drafts technical aspects of financial sector legislation; coordinates OSFI's relations with other regulators and supervisors and works with a number of domestic and international organizations that deal with financial stability issues; provides legal support to OSFI and supervises all federally regulated pension plans.

Capital, Accounting and Research Division (CARD): develops capital standards for domestic financial institutions, contributes to the development of sound international capital standards, approves capital precedents, provides specialist support on capital issues to the supervisory and regulatory functions; develops accounting guidance and regulatory standards that apply to FRFIs. 

Compliance Division: evaluates the effectiveness of the compliance functions of financial institutions supervised by OSFI, with due regard to emerging risks; works closely with the Supervision Sector and the Financial Transactions and Reports Analysis Centre of Canada (FINTRAC), Canada's financial intelligence unit; acts as OSFI's liaison with other agencies on financial crime-related matters.

International Advisory Group (IAG): provides technical assistance to countries seeking to strengthen their supervisory and regulatory practices; works primarily with supervisors in the Caribbean, Africa, Asia and Latin America; develops, implements and administers technical assistance programs.

Legal Services Division: provides or obtains all legal advice and legal services required by OSFI, including interpretation of statutes, regulations, and other legal instruments and preparation of draft legislation and regulations, contracts and legal documents; provides advice on policy development and lends support to litigators acting on behalf of OSFI.

Legislation and Approvals Division: develops legislation and regulations that maintain or strengthen public confidence while recognizing the need for financial institutions to compete; prepares recommendations related to applications made by financial institutions for regulatory consents under the legislation and provides rulings and interpretations pertaining to legislation, regulations and OSFI guidelines; works with supervisory agencies in other jurisdictions to enhance ongoing cooperation and appropriate information exchange.

Supervision Sector: supervises all federally regulated financial institutions; oversees the overall safety and soundness of the institutions by: analyzing risks and identifying trends and practices within the financial services industry; developing a supervisory plan for each federally regulated financial institution that includes examining and monitoring the financial condition and effectiveness of oversight and control of those entities; and making recommendations and following up on corrective action, consistent with OSFI's early intervention mandate.

Regulatory and Supervisory Practices: develops and recommends effective regulatory and supervisory practices and assists in their implementation; ensures that OSFI practices are up-to-date, effective and adjusted on a timely basis to reflect developments in Canada and internationally.

Other Divisions: Actuarial Division; Private Pension Plans Division; Capital Markets; Risk Assessment Services; Credit Risk Department; Financial Conglomerates Group; Financial Institutions Group (FIG); Monitoring and Analytics Support Division; Risk Measurement and Analysis Assessments Services; Supervision Support Group; Audit and Consulting Services; Office of the Chief Actuary 

	
	

	History (including relationship to predecessor bodies)
	The Office of the Superintendent of Financial Institutions (OSFI) was established in 1987 by the Office of the Superintendent of Financial Institutions Act. OSFI was created through the merger of its two predecessor agencies – the Department of Insurance (DOI) and the Office of the Inspector General of Banks (OIGB).

	
	

	General description of activities 

· describe each activity separately

Include standards and certifications:
	The Guideline B-10 on Outsourcing of Business Activities, Functions and Processes (“Guideline”) was issued in May 2001 and subsequently revised in December 2003 and March 2009. The Guideline sets out OSFI’s expectations for federally regulated entities (FREs) that outsource, or contemplate outsourcing, one or more of their business activities to a service provider. Under this Guideline, FREs are expected to:

- evaluate the risks associated with all existing and proposed outsourcing arrangements;
- develop a process for determining the materiality of arrangements;
- implement a program for managing and monitoring risks, commensurate with the materiality of the arrangements;

- ensure that the board of directors, chief agent or principal officer receives information sufficient to enable them to discharge their duties under this Guideline; and

- refrain from outsourcing certain business activities to the external auditor.

(Source: http://www.osfi-bsif.gc.ca/app/DocRepository/1/eng/guidelines/sound/guidelines/b10_e.pdf)

	
	

	Recent activities / events / publications
	March 2009: Publication of Revised Guideline B-10 – Outsourcing of Business Activities, Functions and Processes

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	Federal Reserve (http://www.federalreserve.gov; http://www.federalreserve.gov/boarddocs/SRLETTERS/2000/sr0004.htm)

-The Federal Reserve System is the central bank of the United States. It was founded by Congress in 1913. It issued a supervisory letter regarding guidelines for outsourcing of information and transaction processing. 

FSA - Financial Services Authority (http://www.fsa.gov.uk ; 

http://www.mifidconnect.org/downloads/MiFID_Connect_Outsourcing_Guide.pdf )

-FSA is the regulator of the financial services industry in the UK.  FSA takes into account the industry guidance on outsourcing provided in MiFID Connect's Guideline on the Application of Outsourcing Requirements (incl. IT outsourcing).

APRA - Australian Prudential Regulation Authority (http://www.apra.gov.au;

http://www.apra.gov.au/ADI/upload/APS-231-Outsourcing-Oct-06-1.pdf)

-APRA is the prudential regulator of the Australian financial services industry. It oversees banks, credit unions, building societies, general insurance and reinsurance companies, life insurance, friendly societies, and most members of the superannuation industry. It has a Prudential Standard on outsourcing.

	Sources of further information:
	http://www.osfi-bsif.gc.ca/


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	Payment Card Industry Security Standards Council (PCI)
(source: https://www.pcisecuritystandards.org)

	
	

	Jurisdiction:


	The PCI Security Standards Council is based in the United States.  The standards it established are intended to apply globally.  

	
	

	Nature of Organization:


	THE PCI Security Standards Council is an industry organization / global forum established in 2006 with responsibility for development, management, education and awareness of the PCI Security Standards.  

	
	

	Function/Role/Purpose:
	The PCI Security Standards Council:

· develops and manages:

· the Data Security Standard (DSS);

· the Payment Application Data Security Standard (PA-DSS); and

· PIN Transaction Security (PTS) Requirements;


including maintenance, clarifications and revisions to the standards;

· establishes and maintains approval processes for Qualified Security Assessors, Payment Application Qualified Security Assessors, Approved Scanning Vendors, Internal Security Assessors and security laboratories; 

· distributes the PCI Security Standards and related documents concerning assessors, vendors and laboratory policies and procedures; and 

· provides a forum to enable key stakeholders to provide input into the ongoing development of payment security standards and business practices.

	
	

	Structure:

(Membership, shareholders, controlling parties)
	The PCI Security Standards Council was established by American Express, Discover Financial Services, JCB, MasterCard Worldwide and Visa Inc. as a Delaware Limited Liability Corporation in 2006.

 The PCI Security Standards Council consists of:

· an Executive Committee, composed of representatives of founding organizations, that performs a policy-setting role;

· a global Board of Advisors that provides strategic and technical guidance that reflects the perspectives of the different stakeholders.  The Board of Advisors provides input concerning changes to security standards but does not have any direct authority over the changes;

· a Management Committee that makes operational decisions and runs the business operations; 

· Technical Working Groups relating to the various PCS Security Standards, e.g. Technical Working Group DSS, Technical Working Group PED, QSA Program Management, etc.; and

· a Marketing Group.

Organizations participating in the payment processing industry (merchants, payment devices and services vendors, processors, financial institutions) may join the PCI Security Standards Council as Participating Organizations on payment of annual dues (currently U.S. $2500).  Participating Organizations are involved in the work of the PCI Security Standards Council through community meetings, advance review of drafts of standards and supporting materials, and regular dialogue with key stakeholders. 

Two-thirds of the members of the Board of Advisors are elected by the Participating Organizations.  The remaining members of the Board of Advisors are appointed by the Executive Committee.

	
	

	History: 
	The PCI Data Security Standard was created by aligning Visa’s Account Information Security (AIS)/Cardholder Information Security (CISP) programs with MasterCard’s Site Data Protection program.  Version 1.1 of the PCI Data Security Standard became effective with the launch of the PCI Security Standards Council in 2006.   The current version of the PCI Data Security Standard is version 1.2.  (Version 2.0 will be effective January 1, 2011.)
The Payment Application Data Security Standard was adopted from Visa’s Payment Application Best Practices.

The PIN Transaction Security (PTS) Requirements replace the PCI Security Standards Council’s PIN Entry Device Security (PED) Requirements reflecting the fact that the standards program will deal with parts of the PIN based payment chain other than PIN Entry Devices and other physical devices.  The PIN Entry Device (PED) Requirements were managed previously by JCB, MasterCard Worldwide and Visa.

	
	

	General description of activities /standards
	The PCI Security Standards Council has established three standards.  These standards operate on a three year lifecycle (previously 2 years).

 The 5 founding members have agreed to incorporate these standards as the technical requirements for their individual data security compliance programs.

These standards as well as PCI approved assessors and scanning vendors, are discussed below.

(i)
PCI Data Security Standards

The PCI Data Security Standard is a data security standard that businesses are required to comply with in order to accept payment cards.  It was promulgated to help facilitate the broad adoption of consistent data security measures on a global basis.  It consists of 12 requirements for security management, policies, procedures, network architecture, software design and other critical protective measures, as follows:

“PCI DSS Requirements

1.
Install and maintain a firewall configuration to protect cardholder data

2.
Do not use vendor-supplied defaults for system passwords and other security parameters

3.
Protect stored cardholder data

4..
Encrypt transmission of cardholder data across open, public networks

5.
Use and regularly update anti-virus software or programs

6.
Develop and maintain secure systems and applications

7.
Restrict access to cardholder data by business need-to-know

8.
Assign a unique ID to each person with computer access

9.
Restrict physical access to cardholder data

10.
Track and monitor all access to network resources and cardholder data

11.
Regularly test security systems and processes

12.
Maintain a policy that addresses information security for employees and contractors.”

There are over 200 sub-requirements to be complied with for “PCI Compliance.”  These standards apply to the cardholder data environment (that part of the environment that possesses cardholder data or authentication data including network components, servers and applications).

Version 2.0 of PCI DSS is scheduled to be published on October 28, 2010.  The new standard will become effective on January 1, 2011.

(ii)
Payment Application Data Security Standard
The Payment Application Data Security Standard is a data security standard for software developers and integrators of applications that store, process or transmit cardholder data.  It applies to payment applications that are provided to third parties, e.g. by sale or license.  In-house payment applications developed by merchants or service providers that are not sold to a third party are not subject to the PA-DSS requirements (but such applications will still need to be secure in accordance with the PCI DSS).  The Payment Application Data Security Standard consists of 14 requirements:

“PA-DSS Requirements and Security Assessment Procedures

1.
Do not retain full magnet stripe, card validation code or value (CAV2, CID, CVC2, CVV2), or PIN block data

2.
Protect stored cardholder data

3.
Provide secure authentication features

4.
Log payment application activity

5.
Develop secure payment applications

6.
Protect wireless transmissions

7.
Test payment applications to address vulnerabilities

8.
Facilitate secure network implementation

9.
Cardholder data must never be stored on a server connected to the Internet

10.
Facilitate secure remote software updates

11.
Facilitate secure remote access to payment application

12.
Encrypt sensitive traffic over public networks

13.
Encrypt all non-console administrative access

14.
Maintain instructional documentation and training programs for customers, resellers and integrators”

As with the PCI DSS, there are numerous sub-requirements to be complied with for “PCI Compliance”.

Version 2.0 of PA- DSS is scheduled to be published on October 28, 2010.  The new standard will become effective on January 1, 2011.
(iii)
PIN Transaction Security (PTS) Requirements
The PIN Transaction Security Requirements are used by the manufacturers of ATMs and other point-of-sale equipment to secure cardholder data.  The Framework sets out, in four manuals, the physical and logical security requirements for payment security devices and device management requirements. (Payment Card Industry (PCI) POS PIN Entry Device Security Requirement, Payment Card Industry (PCI) Encrypting PAD (EPP) Security Requirements, Payment Card Industry (PCI) Unattended Payment Terminal (UPT) Security Requirements and Payment Card Industry (PCI) Hardware Security Module (HSM) Requirements) 

PCI Security Standards Council has recognized certain testing laboratories.  Product vendors submit their devices to one of the PCI-approved laboratories for evaluation.  The results of the evaluation are reviewed by the PCI Security Standard Council.  If the product meets the PCI requirements, an approval letter is issued and the product will be listed on the PCI PIN Transaction Security website as approved.  The approval applies only to the specific device but does not constitute a warranty or endorsement of the products or services by PCI.  Any rights and remedies in respect of the products are provided by the supplier and not by PCI Security Standards Council.
(iv)
QSAs, PA-QSAs, ASV and ISAs
The standards, as implemented by the card brands, require that compliance be validated and reported on a regular basis.  The PCI Security Standards Council certifies:

· Qualified Security Assessors (QSAs) to validate an organization’s adherence to PCI Data Security Standard; 

· Payment Application Qualified Security Assessors (PA-QSAs) to validate an organization`s adherence to the PCI PA-DSS

· Approved Scanning Vendors (ASVs) to validate adherence to the Data Security Standard’s requirements by performing vulnerability scans of Internet facing environments; and

· Internal Security Assessors (ISAs) who are internal security audit personnel who facilitate an organization’s interactions with QSAs, enhance reliability of PCI DSS self-assessment, etc.
QSAs and ASVs certified by the PCI Security Standards Council are recognized, by each of the founding members, as being qualified to validate compliance to the PCI Data Security Standards.

Certification and re-certification indicate only that the applicable QSA, PA-QSA or other individual  has successfully met all PCI Security Standards Council requirements to perform PCI data security assessments.  The Council does not endorse the solution providers or their business processes or practices. 


	
	

	Sources of further Information:
	PCI Security Standards Council, LLC

401 Edgewater Place

Suite 600

Wakefield, MA

01880 USA

PCI Security Standards Council: https://www.pcisecuritystandards.org/index.shtml
For information concerning the compliance programs of the individual payment brands: 

· American Express: www.americanexpress.com/datasecurity
·  Discover Financial Services: www.discovernetwork.com/fraudsecurity/disc.html
· JCB International: www.jcb-global.com/english/pci/index.html
· MasterCard Worldwide: www.mastercard.com/sdp
· Visa Inc.: www.visa.com/cisp
· Visa Europe: www.visaeurope.com/ais
Wikipedia (Payment Card Industry Data Security Standard): http://en.wikipedia.org/wiki/PCI_DSS
Wikipedia (Payment Card Industry): http://en.wikipedia.org/wiki/Payment_Card_Industry_Security_Standards_Council



INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	Project Management Institute (PMI)

Not-for-profit  para-professional association

	
	

	Jurisdiction:


	Global, although historically began, and very strong in North America

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	· Establishes standards for Project Management

· Creates and maintains the Project Management Body of Knowledge (PMBOK)

· Accredits Project Management Professionals (PMP)

· Manages ongoing professional development for PMPs

· 250 geographic chapters ( e.g. Toronto, Ottawa Valley)

· 30 Industry or Interest based communities of interest (e.g. Retail Industry,  Risk Management)

	
	

	Function/Role/Purpose:
	To advocate professional practices in the discipline of project management

To certify individuals in project management and related activities

	
	

	Structure:

(Membership, shareholders, controlling parties)
	· Not for Profit organization

· PMI is governed by a volunteer Board of Directors comprised of 15 elected directors-at-large who serve three-year terms.
· Executive management group (9 members) provides operational leadership
· Chapters established around the world 

	
	

	Governance Structure:
	

	
	

	History (including relationship to predecessor bodies)
	Established 25 years ago

Approximately 370,00 certified PMPs, approximately 500,000 members  

	
	

	General description of activities 

· Describe each activity separately

· Include standards and certifications:
	Develops global standards and certification for project management profession in the areas of 

· Projects

· Programs

· People

· Organizations 

· Profession

	
	

	Recent activities / events / publications
	Organizational Project Management Maturity Model (OPM3) 

	
	

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	Projects In Control Environments (PRINCE) is a certification for project managers.  PRINCE (2) was developed and is controlled by the UK Government, Office of Government Commerce.  Further information is at http://www.prince2.com/ 

	
	

	Sources of further Information:
	Website - http://www.pmi.org/ 


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	CARNEGIE MELLON SOFTWARE ENGINEERING INSTITUTE (SEI)
(Source: <http://www.sei.cmu.edu/)

	
	

	Jurisdiction:


	Global; strong in U.S.

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	-educational institution (part of Carnegie Mellon University)

-research and development centre

	
	

	Function/Role/Purpose:
	-conducts research and development in software engineering 

-tests and refines software engineering solutions through pilot programs 
-works with industry and government to solve software engineering problems 

-disseminates proven solutions through training, licensing, and publication of industry best practices 

	
	

	Structure:
(Membership, shareholders, controlling parties)
	Membership (open to the public;  small business owners, software and systems programmers, CEOs, directors, and managers from private and public sector around the world)


	
	

	Governance Structure:
	Funding:
-the U.S. Office of the Secretary of Defense/Acquisition, Technology, and Logistics (OSD/AT&L) 

-Carnegie Mellon University 

Management:
- Board of Visitors (group of advisors to the Carnegie Mellon University provost and the SEI director on SEI plans and operations)
- Management Team (Director and CEO, Chief Operating Officer, Executive Director, Directors, etc.)

	
	

	History (including relationship to predecessor bodies)
	1984 — Carnegie Mellon Software Engineering Institute (SEI) is established by the U.S. Department of Defense [in Pittsburgh, PA].

1987 — The SEI publishes the first technical reports describing the Capability Maturity Model (CMM) for Software and a methodology for assessing the process maturity of defense contractors.

1988 — At the urging of the Defense Advanced Research Projects Agency (DARPA), the SEI creates the first computer emergency response team after an Internet worm cripples 10% of computers on the Internet.

…
1997 — The SEI Architecture Tradeoff Analysis Method (ATAM) framework is developed and used on the Army’s Mortar Fire Control Systems to identify critical architectural risks. The ATAM is now used worldwide to evaluate software architectures.

…
2003 — The U.S. Department of Homeland Security partners with the CERT Coordination Center to establish US-CERT, a coordination point for prevention, protection, and response to cyber attacks across the Internet. This work includes the US-CERT National Cyber Alert System, which provides all citizens with timely, actionable information to better secure their computer systems. 

…
2007 — The Aerospace Vehicle Systems Institute (AVSI)—a multiyear, $40 million project with participation from the Federal Aviation Administration (FAA), Airbus, Boeing, British Aerospace, GE Aerospace, Honeywell, Lockheed Martin, and Rockwell-Collins—chose and is implementing the SEI’s approach to model-based engineering (MBE) for its Systems and Software Integration Verification (SSIV) project on conducting virtual system integration.

…

2008 — The CERT forensics team creates a powerful new set of tools and methods to help law enforcement capture crucial digital evidence for some high-profile cases. U.S. Representatives John Murtha, Mike Doyle, and Jason Altmire recognize CERT for its efforts in assisting the U.S. Department of Justice identify and indict 11 individuals for credit and debit card fraud.

(Source: <http://www.sei.cmu.edu/about/statisticshistory.cfm>)



	
	

	General description of activities 
· describe each activity separately

· Include standards and certifications:
	-performs research to explore solutions to software engineering problems

-identifies and codifies technological and methodological solutions 

-tests and refines software engineering solutions through pilot programs 

-works with industry and government to solve software engineering problems 

-widely disseminates proven solutions through training, licensing, and publication of industry best practices 
Certifications (some examples): 

-CERT-Certified Computer Security Incident Handler

-Instructor for Improving Process Performance Using Six Sigma

-Designing Products and Processes Using Six Sigma
Standards/Models (some examples):

-Capability Maturity Model Integration (CMMI)

-CERT Securt Coding Initiative
-Architecture Analysis and Design Language (AADL) standard

Methods:

-Architecture Tradeoff Analysis Method (ATAM)

-Active Reviews for Intermediate Designs (ARID)



	
	

	Recent activities / events / publications
	May 2010: A new book by Watts Humphrey, National Medal of Technology Winner and a senior fellow at the Software Engineering Institute, has been published by Addison-Wesley as the latest instalment in the SEI Series in Software Engineering. Reflections on Management: How to Manage Your Software Projects, Your Teams, Your Boss, and Yourself offers management insights and advice.
January 2010: This year, the Carnegie Mellon Software Engineering Institute (SEI) will celebrate its 25th anniversary as a federally funded research and development center (FFRDC). 
November 2009: The SEI and the U.S. Army Aviation and Missile Research Development and Engineering Center (AMRDEC) began a one-year engagement that aims to develop a comprehensive approach to overcome deficiencies with the testing now being done to validate software and system reliability; includes the development of a roadmap for the research and application of technologies such as model-based engineering, assurance cases, analytical tools, and industry standards, such as the Architecture Analysis and Design Language (AADL) in the assessment and validation of complex system reliability. 


	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	International Telecommunication Union (http://www.itu.int)

-ITU is the United Nations agency for information and communication technology issues. For nearly 145 years, ITU has established the worldwide standards that foster interconnection of a range of communications systems.
International Electrotechnical Commission (http://www.iec.ch)

-IEC is a global organization that prepares and publishes international standards for all electrical, electronic and related technologies.  The IEC charter embraces all electrotechnologies including electronics, magnetics and electromagnetics, electroacoustics, multimedia, telecommunication, and energy production and distribution.

IEEE Computer Society (http://www.computer.org/portal/web/sab/home)
-The IEEE Computer Society is an organization of computing professionals. Known worldwide for its computer-standards activities, the Computer Society promotes an active exchange of ideas and technological innovation among members and technology companies producing today’s innovative products and services.

National Institute of Standards and Technology / Federal Information Processing Standards (http://csrc.nist.gov/groups/SMA/fisma/compliance.html

http://www.itl.nist.gov/fipspubs/geninfo.htm)

-NIST develops and issues standards, guidelines, and other publications to assist federal agencies in implementing the Federal Information Security Management Act (FISMA). Federal Information Processing Standards (FIPS) are developed by NIST in accordance with FISMA. FIPS are approved by the Secretary of Commerce and are compulsory and binding for federal agencies.

International Committee for Information Technology Standards (http://www.incits.org)

-INCITS is a forum for information technology developers, producers and users for the creation and maintenance of formal de jure IT standards. INCITS is accredited by, and operates under rules approved by, the American National Standards Institute (ANSI).  INCITS is the primary U.S. focus of standardization in the field of Information and Communications Technologies (ICT), encompassing storage, processing, transfer, display, management, organization, and retrieval of information. 

European Computer Manufacturers Association (ECMA) 

(http://www.ecma-international.org/)

-ECMA International facilitates the timely creation of a range of global Information and Communications Technology (ICT) and Consumer Electronics (CE) standards, for: Programming Languages;  ECMAScript; Business Communications;  Near Field Communications;  High Rate Wireless Communications;  Product Safety;  Environmental Design Considerations;  Acoustics and Electromagnetic Compatibility (EMC); Optical Storage; Volume and File structure; Universal 3D open file format; Holographic Information Storage Systems (HISS); Office Open XML Formats; Open XML Paper Specification (OpenXPS).

Internet Society (ISOC) Standards

(http://www.isoc.org/)

-ISOC is the organisational home of the Internet Engineering Task Force (IETF), the Internet Architecture Board (IAB), the Internet Engineering Steering Group (IESG), and the Internet Research Task Force (IRTF) — the standards setting and research arms of the Internet community.

	
	

	Sources of further information:
	http://www.sei.cmu.edu/index.cfm


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:


	Underwriters’ Laboratories (UL)

(Source: http://www.ul.com/global/eng/)

	
	

	Jurisdiction:


	UL standards and certifications are recognized in the United States and many parts of the world.

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	-standards setting body

	
	

	Function/Role/Purpose:
	-To promote safe living and working environments by the application of safety science and hazard-based safety engineering

-To support the production and use of products which are physically and environmentally safe and to apply efforts to prevent or reduce loss of life and property

-To advance safety science through research and investigation

-To concentrate efforts and resources on public safety in those areas where UL can make valuable contributions

-To work with integrity and a focus on quality to enhance the trust conveyed by certification marks

	
	

	Structure:

(Membership, shareholders, controlling parties)
	(Independent certification body)

	
	

	Governance Structure:
	Management team (President, CEO, etc.)

Board of Directors

	
	

	History (including relationship to predecessor bodies)
	Underwriters Laboratories Inc. was founded in 1894 by William H. Merrill in Chicago. In 1916, Merrill became UL’s first president. In 1904, the UL Mark made its debut with the labelling of a fire extinguisher. In 1905, UL established a Label Service for certain product categories that require more frequent inspections. 

	
	

	General description of activities 

· describe each activity separately

Include standards and certifications:
	-Conducts testing and inspection of products, materials, components, assemblies, tools and equipment.

-Develops standards for product safety, hazardous substances, water quality, food safety, performance testing and environmental sustainability. 
-Provides certification of products, materials, components, assemblies, tools and equipment. 

UL Product Certifications:

-Batteries; Components & devices ; Consumer electronics (includes both commercial and residential audio and video equipment, arcade, amusement and gaming machines, bowling and billiard equipment, cable and satellite communication equipment, circuit components used in audio and video equipment, closed circuit television equipment, and musical instruments); Information technology equipment (ITE); Lasers; Power supplies; Printed wiring boards (PWB); Telecom products.

Standards (examples):

-60950*/60950-1 Information Technology Equipment - Safety - Part 1 General Requirements

-60950-21 Information Technology Equipment - Safety - Part 21 Remote Power Feeding 
-60950-22 Information Technology Equipment-Safety - Part 22: Equipment to be Installed Outdoors 
-60950-23 Information Technology Equipment-Safety - Part 23: Large data Storage Equipment 

	
	

	Recent activities / events / publications
	UL announces exclusive co-sponsorship of Verizon’s NEBS conference through 2014 (August 25, 2010)

UL high-tech division bolsters preferred partner program with signing of G&M Compliance (August 17, 2010)
UL developing first-edition standard for wireless charging devices for use with low-energy products  (June 28, 2010)
UL acquires leading high tech testing and data security company RFI Global Services Ltd (June 08, 2010)

Underwriters Laboratories Publishes Paper On Groundbreaking High-Tech Safety Standard IEC 62368-1 (April 20, 2010)
Underwriters Laboratories Signed MOU with Industrial Technology Research Institute in Taiwan to Develop Safety Requirements for Electric Vehicles (March 17, 2010)

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	Canadian Standards Association (http://www.csa.ca)

[see description of Canadian Standards Association]

British Standards Institute (http://www.bsigroup.com)

[see description of British Standards Institute]

International Organization for Standardization (http://www.iso.org)

-ISO is the world's largest developer and publisher of International Standards. ISO is a network of the national standards institutes of 163 countries, one member per country, with a Central Secretariat in Geneva, Switzerland, that coordinates the system. ISO is a non-governmental organization that forms a bridge between the public and private sectors.

	
	

	Sources of further information:
	http://www.ul.com/global/eng/


INFORMATION SHEET RE GOVERNMENT OR INDUSTRY BODY
	
	

	Organization:
	UPTIME INSTITUTE 
(Source: http://uptimeinstitute.org/component/option,com_frontpage/Itemid,1/)

	
	

	Jurisdiction:
	Global

	
	

	Nature of Organization:

(Government Regulatory Body, Educational Institution, Standards Setting Body, Arbitral body, Industry Organization)
	-educational Institution

-standards setting body
-industry organization

	
	

	Function/Role/Purpose:
	-research and education centre for the improvement of availability in data centre facilities.
-development of industry practice standards in availability in data centre facilities.

	
	

	Structure:

(Membership, shareholders, controlling parties)
	Membership (open to the general public; data center operators, IT professionals, executives, data center hardware manufacturers and service providers, industry organizations and government agencies)

	
	

	Governance Structure:
	Management team (CEO, Executive Director, Vice President, Managing Principal, Senior Consultant, Program Director, etc.)

	
	

	History (including relationship to predecessor bodies)
	“Founded in 1993, the Uptime Institute pioneered the creation and facilitation of end-user knowledge communities to improve reliability and uninterruptible availability—uptime—in data center facilities and Information Technology organizations.”
(Source: http://uptimeinstitute.org/content/view/57/81/)

	
	

	General description of activities 

· describe each activity separately

Include standards and certifications:
	-provides education, publications, consulting, certifications, conferences and seminars, independent research, and thought leadership for the enterprise data center industry and for data center professionals. 
-develop innovations and industry standards, such as hot/cold aisles, site infrastructure energy overhead metrics and measurements, cost modeling, the dual-power specification
Developed the Tier Classification Standard (system for rating the concurrent maintainability and fault tolerance of data center facilities):
-Tier I: dedicated site infrastructure to support IT systems; provides an improved environment over ordinary office settings; includes space for IT systems; a UPS to filter power spikes, sags, and momentary outages; dedicated cooling equipment does not shut down at the end of normal office hours; engine generatory protects IT functions from extended power outages.

-Tier II: redundant critical power and cooling capacity components to protect against IT process disruptions due to site infrastructure equipment failures; redundant components include extra UPS modules, chillers, heat rejection equipment, pumps, cooling units, engine generators; malfunction or normal maintenance will result in loss of a capacity component.
-Tier III:  Concurrent Maintenance capacity is beyond that of Tier I and Tier II solutions, allows concurrent site infrastructure maintenance and IT operations such that each and every capacity or distribution component needed to support the IT processing environment can be maintained without impact to the IT environment; redundant delivery path for power and cooling added to redundant critical components of Tier II.
-Tier IV: Fault Tolerance capacity extends to each and every system or component that supports IT operations such that a Tier IV facility can tolerate cumulative impacts of every site infrastructure component, system and distribution path disrupted by the failure without affecting IT operations; based on a single component or path failure.
(Source: Data Center Site Infrastructure Tier Standard: Topology, Uptime Institute, LLC, 2010)

	
	

	Recent activities / events / publications
	July 26, 2010: The Uptime Institute recently introduced “Tier Standard: Operational Sustainability,” a new standard for data center owners, operators, and managers. This standard addresses a facility’s management behaviours and risks that affect long-term data center uptime by aligning the infrastructure’s capabilities, as defined by the tier classification system (I-IV), with its ongoing management. 
July 1, 2010: The Uptime Institute released its new standard for rating data center reliability based on operation policies and processes used, as well as building type and site location. The new Operational Sustainability standard goes beyond the institute’s existing Tier Classification System, a rating system that evaluates reliability of the electrical infrastructure. The system, rating Operational Sustainability on three levels, was the institute’s response to the need to define data center reliability based on management behaviours, since it is the way a facility is managed that determines its uptime more than anything else. 
January 2010: The Uptime Institute, which certifies how disaster-proof and secure a data centre is, extends the scheme to also measure green credentials. To address users who want to make greener data centres, Uptime is planning an extension of its scheme to include “operational efficiency”, with sub-classifications for each of the four tiers. 
Annual International Symposium on Green Enterprise IT (latest research findings of the Uptime Institute and of the uninterruptible uptime industry)
Green Enterprise IT Awards

Global Green 100  Award

	
	

	Organizations performing the same function / role:

(i) 
in Canada; and

(ii)
elsewhere.
	Association for Information and Image Management International (AIIM) Standards (http://www.aiim.org/)

-For over 60 years, AIIM has been the leading non-profit organization focused on helping users to understand the challenges associated with managing documents, content, records, and business processes. AIIM is an ANSI (American National Standards Institute) accredited standards development organization. AIIM also holds the Secretariat for the ISO (International Organization for Standardization) committee focused on Information Management Compliance issues, TC171. 

	
	

	Sources of further information:
	http://uptimeinstitute.org/component/option,com_frontpage/Itemid,1/
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� http://www.theiiba.org/AM/Template.cfm?Section=Mission&Template=/CM/HTMLDisplay.cfm&ContentID=6578


�  The Guide to the Business Analysis Body of Knowledge® (BABOK®)covers six knowledge areas: (i) Business Analysis Planning and Monitoring; (ii) Elicitation; (iii) Requirements Management and Communication; (iv) Enterprise Analysis; (v) Requirements Analysis; and (vi) Solution Assessment and Validation.


� The requirements for CBAP applicants include: (i) five years (7500 hours) business analysis experience in the last ten years in tasks specifically aligned with knowledge areas and competencies defined in the BABOK® Guide: (ii) six months of business analysis work experience engaged in tasks in four of the six BABOK® Guide knowledge areas; (iii) professional development requirement (21 hours in the past four years); (iv) reference requirement; (v) agreement to adhere to CBAP® Code of Ethical Conduct & Professional Standards; and (vi) completion of CBAP examination.


� The requirements for CCBA applicants include: (i) 3750 hours business analysis experience in the last seven years in tasks aligned with the BABOK® Guide: (ii) 900 hours in 2 of the 6 knowledge areas or 4 of the 6 knowledge areas in the BABOK® Guide; (iii) professional development requirement (21 hours) (iv) reference requirement; (v) agreement to adhere to CBAP® Code of Ethical Conduct & Professional Standards; and (vi) completion of CCBA examination.


�  IIBA does not provide educational services or training itself.  Education is made available through Endorsed Education Providers™.  Canadian Endorsed Education Providers™ include Advanced Management Services, Inc., Business Process Transformations Group (BPTGroup), Global Knowledge, GrapeSoft Solutions, Learning Tree International, Procept Associates Ltd. and Schulich School of Business





� CISA Candidates must: (i) complete the CISA examination; (ii) adhere to ISACA Code of Professional Ethics and agree to comply with continuing professional education policy; (iii) submit evidence of a minimum of five years of professional IS auditing, control or security work; and (iv) adhere to Information Systems Auditing Standards as adopted b y ISACA. 


� CISM Candidates must: (i) complete the CISM examination; (ii) adhere to ISACA Code of Professional Ethics and agree to comply with continuing professional education policy; (iii) submit evidence of five years of work experience in information security, at least three years of which must be in the role of information security manager.  The 2010 Information Career Trends Survey conducted by the Information Security Media Group found CISM is one of two certifications becoming “minimum standards” for security professionals. 


� CGEIT Candidates must: (i) complete the CGEIT examination; (ii) adhere to ISACA Code of Professional Ethics and agree to comply with the CGEIT continuing professional education policy; (iii) submit evidence of five years of experience supporting governance of an organization’s information technology.  


� CRISC Candidates must: (i) complete the CGEIT examination; (ii) adhere to ISACA Code of Professional Ethics and agree to comply with the CRISC continuing professional education policy; (iii) submit evidence of five years of IT or business experience; and (iv) demonstrate at least three years of experience in CRISC focus areas.  The first examination will be held in the second half of 2011.  A grandfathering program was established to allow professionals with at least 8 years of relevant IT or business experience to apply, until March 2011, for the designation.  More than 1000 individuals have been grandfathered so far. 


� The Government of Alberta used COBIT as the basis for its Information Management and Technology (IMT) Governance Framework.


� The Val IT framework provides guidance to: (i) define the relationship among IT, business and governance functions; (ii) manage a portfolio of IT-enabled investments; and (iii) improve the quality of business cases for IT-enabled business investments. 


� The process of verifying if products, services or systems comply with ISO standards is referred to as Conformity Assessment.  ISO does not carry Conformity Assessments itself.  However ISO’s committee on conformity assessment ISO/CASCO develops standards and guidelines covering aspects of conformity assessment activities.  There is also  an ISO standard: ISO/IEC 17021:2006 Conformity Assessment – Requirements for bodies providing audit and certification of management systems 
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